ENSURING THE PRIVACY AND CONFIDENTIALITY OF ELECTRONIC HEALTH RECORDS†

Nicolas P. Terry*
Leslie P. Francis**

In 2004, President Bush announced his plan to ensure that most Americans would have electronic health records within ten years. Although substantial progress has been made toward achieving that goal, this progress has primarily reflected institutional interests and priorities by focusing on system architecture and technical standards. This article argues that in order for a nationwide transition to electronic medical records to be successful, however, the system must receive acceptance from patients and physicians. Thus, it must address and protect issues at the forefront of their concerns: namely, privacy and confidentiality. Instead of merely adopting the minimal protections afforded by HIPAA, the electronic health records system must embrace an autonomy-based, default position of full patient control over personal information, with very limited exceptions. Consequently, hard choices must be made as to the architectural and patient consent models that may involve subjugating some interoperability and comprehensiveness ambitions to principled protections of patient autonomy.

I. INTRODUCTION

On April 26, 2004, President Bush announced his plan to ensure that most Americans would have electronic health records within ten years.1 Although some technical and many financial issues remain, there
has been substantial progress towards this goal. The project has now reached the point where acceptance by patients and physicians is crucial. In the health information technology (HIT) domain, the interests of patients and physicians do not always coincide; patients tend to want more connectivity and online service from their physicians, while physicians are still ambivalent about technologically mediated care. However, physicians and patients share common ground over many of the confidentiality and privacy issues raised by electronic health records (EHRs).

To date, the Bush administration has framed the EHR privacy-confidentiality issue quite narrowly, identifying only divergent state laws as creating barriers to successful implementation of its grand scheme. In fact, the issue runs far deeper. In our view, the proposed national EHR system creates some fundamental privacy-confidentiality issues that must be satisfactorily resolved prior to implementation. Patients who lack trust in the national EHR system will opt out or frustrate many of the system’s goals by hiding information from their physicians. Equally, physicians who perceive the new system as inconsistent with their professional standards of confidentiality or as creating liability “traps” will avoid participation or, if given no choice, will reduce or distort their charting.


3. See Health Information Technology Activities at the Agency for Healthcare Research and Quality: Hearing Before the S. Comm. on Commerce, Science, and Transportation Subcomm. on Technology, Innovation, and Competitiveness, 109th Cong. 2, 6 (2005) (statement of Carolyn M. Clancy, M.D., Director, Agency for Healthcare Research and Quality, U.S. Department of Health and Human Services) (“Unlike the baseball field in the movie Field of Dreams [sic], we have dramatic examples of the building of health IT systems, whose designers found physicians and other clinicians neither came nor played.”); see also Robert G. Brooks & Nir Menachemi, Physicians’ Use of Email With Patients: Factors Influencing Electronic Communication and Adherence to Best Practices, J. MED. INTERNET RES., Jan.–Mar. 2006, available at http://www.jmir.org/2006/1/e2/ (survey reporting only modest advances in the adoption of e-mail communication with patients by physicians); Wall Street Journal Online/Harris Interactive Health-Care Poll, Few Patients Use or Have Access to Online Services for Communicating with Their Doctors, but Most Would Like To, Sept. 22, 2006, http://www.harrisinteractive.com/news/newsletters/wsjhealthnews/WSJOnline_HI_Health-CarePoll2006vol5_iss16.pdf (finding that large majority of adults would like e-mail reminders and online appointment scheduling and that a majority of patients consider the offer of such services as a discriminator in choosing a provider).

There are great advantages to using electronic records more extensively, both within the offices of individual providers, where they are known as electronic medical records (EMRs), and also when such records are linked across multiple providers, in which case they are known as electronic health records (EHRs). One obvious advantage is clarity. Electronic records are far more readable than handwritten documents stored in fading folders, allowing providers to avoid the low-hanging fruit of medical and medication errors. Another advantage is searchability: electronic records can be scanned for drug interactions or for consistent patterns of symptoms. They can also be matched with evidence-based protocols to discern treatment strategies that do not meet the standard of care or to recommend improved methods of patient management.

Moreover, in an EHR, records cease to exist in information silos, thus creating additional advantages over paper records. First, they are combined or interlinked to maximize coordination of care. Second, they offer enhanced accessibility: electronic records can be available to providers all over the country and the world, as mobile as the patients they describe. Finally, on a social level, EHRs are searchable for patterns of disease, prescription use (or abuse), treatment outcomes, or even the costs of therapy. These great benefits cannot be gainsaid.

At the same time, these advantages are threats. When inappropriate or false material is included in records, it will be persistent and reverberate in subsequent patient management decisions. Linkages may be drawn that violate patient requests for, or expectations of, confidentiality. EHRs may be searched in problematic ways. Records might be accessible to those who many believe should not have access to them (secondary users). Commercial entities may seek to add medical data to their other data holdings and sell the aggregated data for marketing or surveillance purposes. Groups might be targeted in epidemiological searches.

As a regional or national EHR becomes a technologically achievable goal with broad congressional support, we must distinguish the genuine advantages of EHRs from the deep problems they present and engineer the technical and legal models to minimize the problems. Yet, these are difficult tasks. Several possible EHR architectures and a myriad of patient choice models can be engineered. Worse, where the architectures and models fail to deal with the problems we identify, the legal and regulatory systems that should operate as surrogates themselves prove to be awkward or obstructive. In the United States, records law and privacy-confidentiality systems encompass both state and federal components. The United States does not have a robust track record in either conceptualizing or regulating health privacy. Apparent federal solutions, such as the confidentiality regulations under the Health Insur-

ance Portability and Accountability Act of 1996 (HIPAA), are as sieve-like as they are incomprehensible.

Medical literature, opinion polls, United Kingdom and other foreign EHR implementations, and our own interactions suggest that patients and physicians are skeptical about the privacy, security, and safety of HIT systems. Consumers are told on a daily basis that their computers, when attached to networks, are pathologically insecure. Physicians continue to push back on safety technologies and remain deeply suspicious (even resentful) of the HIPAA transactional and patient privacy constructs. Meanwhile, the media tirelessly report medical privacy horror stories of lost, stolen, or hacked records.

A rational policymaker may view these stories as merely transitional or statistically insignificant aberrations. Yet public and professional perceptions of an EHR system are far different and potentially corrosive. The nature of such a system is difficult to convey to the public. A public perception of an EHR as a governmental “big brother” is increasingly likely. Take, for example, the views of the Association of American Physicians and Surgeons in a recent letter to Congress:

Patients will definitely not benefit from this type of program because they do not control who has access to their sensitive identifiable medical records in any meaningful way. . . . [A] national health information system would effectively eliminate any and all patient consent to the release of their records by placing the records online. Patients would have virtually no control over who can sneak-a-peak at their very private and sensitive medical records.


This article is premised on the end of one important phase in the development of a national electronic interoperable health records (EIHR) system: the satisfactory near completion of the technical specifications for infrastructure and data exchange. As this “insider baseball” phase concludes, the “outside” stakeholders must be identified and satisfied. For a national EIHR system, cost and lack of confidentiality are the two potential deal-breakers. This article addresses the second of these: the question of whether such an ambitious EIHR system can operate within a framework of ethically and practically satisfactory confidentiality, privacy, and security protections. Here, we analyze the possible EHR architectures and compare their implications for confidentiality, privacy, and security. Similarly, we examine the possible models of patient choice that can be integrated into such systems. Finally, we discuss what legal and regulatory steps will be required to provide privacy and confidentiality protections.

II. THE ROAD TO INTEROPERABLE HEALTH RECORDS

A. Technologies and Terminology

The HIT movement assaults us with a bewildering array of terminology expressed in “insider” acronyms. Records technologies have their own confusing labels. In this article, we discuss several electronic records technologies. The most generalized label is EMR, which describes any form of computerized record-keeping, from a modest software package used in a single doctor’s office to an enterprise-wide, database-driven application. Primarily, however, this article concerns the EHR, a type of EMR architecture that permits the sharing of patient data among healthcare providers.

Some EHRs are conceptually and technically quite simple. For example, the personal EHR (PHR) is a database of medical information that is collected and maintained by the individual patient. However, the EHR label is most often applied to far more complex systems that

---


10. For a summary of some of the financial issues, see infra text accompanying note 20.

11. Examples include Radio Frequency Identification (RFID), Computerized Order Entry appliances (CPOEs), and Clinical Decision-Support Systems (CDSS). See generally Terry, supra note 7.

rely on technical interoperability between diverse electronic records systems. The federal government is primarily interested in a fully interoperable, longitudinal records system that will initially operate on regional networks (Regional Health Information Organizations, or RHIOs) before transitioning to a National Health Information Network (NHIN). Due to scale and architecture, these models reduce or eliminate patient involvement in the sharing process.

B. The Bush Administration’s EHR Plan

Concomitant with his 2004 announcement that most Americans should have electronic health records within the next ten years, President Bush appointed Dr. David Brailer to a new post of National Health Information Technology Coordinator (ONCHIT) to guide the “nationwide implementation of interoperable health information technology.” ONCHIT has built on the previous work of NCVHS and the Consolidated Health Informatics (CHI) Initiative and oversees the Federal Health Architecture.

The Bush administration publicly eschews any regulatory mandate directing healthcare providers to adopt EHRs. Rather, it espouses EHR adoption via “a smooth market-led way.” Of course, with no government-funded mandate, there remain significant technical, cultural, and, particularly, financial barriers to EHR adoption in addition to the
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18. Chris Murphy & Marianne Kolbasuk McGee, Industry Must Improve Its Technology, INFORMATIONWEEK, June 21, 2004, at 30 (“I don’t want to see a Son of HIPAA put into law.” (quoting David Brailer, Coordinator, Nat’l Healthcare Info. Tech., Speech to the National Alliance for Health Information Technology)).
confidentiality-privacy issues raised in this article. Notwithstanding, ONCHIT and its supporters have moved inextricably towards the most complex, professionally disruptive, and, at $400 billion, the most expensive EHR architecture. Current ONCHIT request for proposals (RFPs) address technical standards, the certification of EMR systems (to guarantee interoperability), and most crucially, prototyping an internet-based NHIN architecture. Not surprisingly, a NHIN (or multiple RHIO) architecture also provides the greatest challenge to protecting patient confidentiality, privacy, and security.

C. Alternative Models

Although the administration has not entered into a public debate over its preferred EHR architecture, there are several alternatives to a fully interoperable electronic record either in use or under development in the United States and further afield. Some of these architectures have different confidentiality and privacy implications, though they may also lack some of the error-reduction and outcomes research benefits of a national EIHR.

1. United States

Within the United States, two major alternatives to a fully interoperable EHR architecture have emerged: Continuity of Care Records and Personal EHRs. The Continuity of Care Record (CCR) is an effort to standardize electronic records to ease portability. A specification developed by the Health Information Management and Systems Society (HIMSS) and various professional bodies, CCR aims to extract data from existing proprietary EMR systems and export it to a common text
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21. See discussion infra Part III.B.
24. Fact Sheet, supra note 4.
export format (XML), which would allow portability of summary data and enable it to be given to a patient or transferred directly to the patient’s next provider.

A PHR is a personal database of medical information that is collected and maintained by the patient, who controls whether and to what extent it is shared with providers. PHRs are supplied free by, for example, employers or healthcare providers on a subscription basis. They may be web-based or databases created on the patient’s own computer. Recently, the Center for Medicare and Medicaid Services (CMS) issued a request for information (RFI) seeking input on how best it should make data about Medicare beneficiaries available for incorporation into such personal EHRs.

2. Outside the United States

National or regional EIHRs are also gaining attention in the healthcare systems of other developed countries. For example, in Canada, Infoway, a nonprofit partnership of federal, provincial, and territorial governments, is coordinating the deployment of a pan-Canadian EHR. Currently, Infoway is emphasizing the development of technical interoperability standards. New Zealand has announced a wide-ranging Health Information Strategy that includes interoperable EHR event summaries that can be distributed at local, regional, and national levels. New Zealand has decided not to create a national EHR database. The most advanced EIHR projects, however, are in the United Kingdom and Australia.

In 1998, the United Kingdom commenced an ambitious and costly information technology-based makeover of its entire healthcare system. This National Programme for IT in the NHS (NPfIT) involved the in-
vestment of some $11.1 billion over a ten-year program. The NHS Information Authority originally led the United Kingdom program, but after critical reviews, it was renamed NHS Connecting for Health and is now directly overseen by the Department of Health. A key component of the U.K. program is the NHS Care Records Service (NHS CRS), which aims to provide an electronic NHS Care Record for all U.K. patients. Although the first fully electronic transfer of a patient record between doctors' offices occurred in November 2005, organizational, cultural, and financial woes have slowed considerably the EHR program in the United Kingdom. Both providers and patients have seriously criticized the EHR program because of privacy and security concerns.

The Australian HealthConnect system has completed its initial trials, but recent funding problems and questions about privacy and consent issues have slowed progress. These delays have occurred despite the fact that the HealthConnect model supports a robust health confidentiality-privacy system by both pushing only “event summaries” to the centralized EIHR and providing for considerable patient data carveouts designed to keep certain data within patient control.

First, HealthConnect does not create a true longitudinal record, but aggregates elements extracted from a patient’s existing EMR(s). These event summaries are defined as “an electronic overview of a visit to a doctor or hospital, or some other health care event . . . contain[ing] only

38. Id.
40. See Jane Hendy et al, Challenges to Implementing the National Programme for Information Technology (NPfIT): A Qualitative Study, 331 BMJ 331, 332–34 (2005); see also Brian Robinson, U.K. Lacks Support for Health IT Modernization, GOV’T HEALTH IT, Jan. 12, 2006, available at http://www.govhealthit.com/article91953-01-12-06-Web (reporting that nearly 70% of the doctors surveyed said they would have insufficient funds to properly implement NPfIT, while only 30% of doctors view the program an important priority for the NHS); Nicholas Timmins, NHS and Suppliers Struggle With Basics on Patient Record System, FIN. TIMES UK, Nov. 1, 2006, available at 2006 WLNR 18981715.
45. Id. at 32–33.
the information that is relevant to the future health and care of the consumer, rather than the comprehensive notes that a doctor may keep . . . .”46 Additionally, HealthConnect utilizes a “push” model, whereby data is sent from the local EMR to a centralized HealthConnect record, in contrast to the proposed U.S. EHHR model that seems likely to adopt a “pull” model, whereby the centralized system initiates a data request from a provider’s record using a data pointer.47 Finally, HealthConnect not only creates an event summary that is less than a complete record, but it also allows the patient (in consultation with the physician) to control what data are included and who may view it.48

Because of an apparent reduction in Commonwealth (federal) funding, HealthConnect may evolve into a decentralized49 and less EHR-centric project.50 While many Australian patients and physicians have articulated a preference for simple consent models such as a generalized “opt-in” and prospective consent for the pushing of their data to the centralized HealthConnect summary record, many remain uncomfortable with any participation in the system.51

3. RHIOs and the NHIN

ONCHIT is publicly encouraging and, to an extent, incentivizing RHIOs while at the same time designing a NHIN.52 The fundamental feature of both RHIOs and a NHIN is that they are not intrinsically electronic records, but networking infrastructures that facilitate interconnectivity between existing systems.53 As such, these systems are premised not only on the widespread deployment of EMR and EHR systems in medical offices, hospitals, and hospital systems, but also on the ability of

48. Id.
53. The NHIN concept may grow closer to a national EHR if it utilizes a centralized data warehouse rather than a pointer system. It is, however, unlikely that the federal government would be prepared to finance such a centralized model.
those deployed local systems to interconnect with the network. Neither of those predicates is true.  

Even leaving aside the cultural, professional, legal, and financial disincentives to electronic records, interoperable systems face something of a catch-22: RHIOs and the NHIN cannot be built without local EMR or EHR systems, but providers are hesitant to commit to local systems without knowing the RHIO or NHIN to which they may connect. Providers considering involvement in a RHIO additionally face the question of what will happen to their RHIO if, subsequently, a NHIN is constructed.

III. WEIGHING THE COSTS AND BENEFITS

Many potential benefits of interconnected EHRs seem easily measurable: improved continuity of care, reduced frequency of errors in medication and treatment, and increased potential for outcomes research and public health surveillance. Beyond implementation costs, other costs are more intangible: privacy, confidentiality, and security risks; and concerns about the behavior of patients who, wary of the implications of electronic records, attempt to keep their records, or even themselves, out of the healthcare system altogether. These costs are significant, and addressing them by system design at the outset may be necessary to generate the trust in networked EHRs that will enable achievement of their very substantial benefits. If, for example, concerns about security risks result in an architecture that does not permit records to be searchable as part of a common database, opportunities for performance evaluation, outcomes research, and public health surveillance will be lost.

A. Benefits and Drivers

“At its most sophisticated or most infused level, the EHR becomes a hub of all activity, something that permeates every element of the

54. See, e.g., Ford et al., Predicting the Adoption of Electronic Health Records by Physicians: When Will Health Care be Paperless?, 13 J. AM. MED. INFORMATICS ASS’N 106, 108–10 (2006) (concluding that universal EMR/EHR adoption will not be met by 2014 and suggesting a conservative estimate that 86.6% of physicians in small practices will be using EHRs in 2024).

55. See generally Terry, supra note 7, at 160.


workflow and of work life.” Although this characterization is somewhat hyperbolic, a comprehensive, longitudinal EHR ideally will: (1) interconnect with and enhance other error-reducing and cost-saving technologies such as decision support systems; (2) streamline healthcare dataflow using an interoperable and standardized nomenclature; (3) improve quality of care by encouraging accurate, timely, and legible communication among providers; (4) automate adverse event and medical error disclosure; and (5) facilitate reliable and reproducible outcomes research and reporting, as well as other public health initiatives.

One of the most discussed benefits of EHRs is the potential for error reduction. In an electronic format, data are legible, thus minimizing the risks of pharmacists misreading handwriting on prescriptions or subsequent providers struggling to decipher records of earlier treatment. Data are also directly transferable, thus avoiding transcription errors and delays in recording prescriptions or test results communicated by telephone. Functions can be written to flag prior allergic reactions, drug interactions, or other contraindications for contemplated therapy, thus additionally reducing the potential for error. Computerized provider order entry systems (CPOEs) linked to EHRs may reduce the incidence of medication errors. These apparent advantages, however, are not uncontroversial; there may be risks of additional adverse events, particularly as electronic systems are introduced, and there is much discussion in the literature about how to reduce unanticipated errors due to human/technology interfaces.

60. Gunter & Terry, supra note 30.
64. E.g., Margaret Caudill-Slosberg & William B. Weeks, Case Study: Identifying Potential Problems at the Human/Technical Interface in Complex Clinical Systems, 20 AM. J. MED. QUALITY 353
An electronic format also permits entries in patients’ records to be checked against programmed guidelines and clinical decision support systems, prompting providers if prescription amounts are out of range, if necessary data have been omitted in the record, or if recommended procedures have not been performed.\(^6\) Here, too, there is some dispute about whether use of these support systems will improve outcomes for patients.\(^6\)

To be sure, these benefits depend on accurate data entry into the electronic record, but even here, electronic records may have advantages over paper records. Some data, such as laboratory test results or digitized scans, can be entered into a record automatically. Software monitoring electronic records can be programmed to flag unusual or inconsistent entries, from a blood pressure or prostate-specific antigen (PSA) reading much higher or lower than before, to a shift in noted patterns of calcification in a mammography reading.\(^6\) Patients who have access to their EHRs, which are more easily transmitted and more portable than paper copies, can also check them for accuracy, just as they can perform online reviews of credit card or banking statements.

Other potential advantages of electronic records in patient care are patient education and communication. Physicians or patients can use electronic records to graph progress in easily visualized ways.\(^6\) Electronic record systems can be programmed to send patients e-mail reminders for follow-up care. Electronically generated letters or e-mails can be used to contact patients if new and relevant information becomes

\(^{65}\) E.g., Vahid Ebrahiminia et al., Representing the Patient’s Therapeutic History in Medical Records and in Guideline Recommendations for Chronic Diseases Using a Unique Model, 116 STUD. HEALTH TECH. INFORMATICS 101 (2005) (diabetes management); Steven Ornstein et al., A Multimethod Quality Improvement Intervention to Improve Preventive Cardiovascular Care: A Cluster Randomized Trial, 141 MED. 523 (2005) (quality indicators for cardiac disease prevention); Matthew H. Samore et al., Clinical Decision Support and Appropriateness of Antimicrobial Prescribing: A Randomized Trial, 294 JAMA 2305 (2005) (finding significant decline in antibiotic prescriptions for upper respiratory infections in communities using CDSS system).

\(^{66}\) William M. Tierney et al., Can Computer-Generated Evidence-Based Care Suggestions Enhance Evidence-Based Management of Asthma and Chronic Obstructive Pulmonary Disease? A Randomized, Controlled Trial, 40 HEALTH SERVICES RES. 477, 477 (2005) (finding no relation between care prompts and patient management in a randomized trial of electronic care prompts in asthma patients).

\(^{67}\) For a discussion of these benefits in the VistA system developed by the Veteran Health Administration, see Jonathan B. Perlin et al., The Veterans Health Administration: Quality, Value, Accountability, and Information as Transforming Strategies for Patient-Centered Care, AM. J. MANAGED CARE, Nov. 2004, at 828, 832–36.

available, if they are overdue for an appointment, or if medications are withdrawn from the market. The advantages and disadvantages of provider-patient e-mail contact and web-based communication are increasingly discussed in the medical practice literature. Perhaps more controversially, patients themselves use the web with increasing frequency to learn about health conditions, therapeutic alternatives, and care providers specializing in their conditions. Armed with their own EHRs, and guided by their physicians, patients may be able to make more informed use of this resource.

Leaving aside the potential for the improvement of care at the level of the individual patient, several forces relating to healthcare delivery currently drive the U.S. interest in a national system of interoperable electronic records. First, major shifts in care venues have accelerated the need for efficient flow of patient medical and billing information between organizationally and geographically distinct providers. Patients now are more likely to receive care in ambulatory care rather than inpatient settings. They are geographically mobile and also tend to change providers as their insurance or preferences change. If test results from prior treatment are readily available in an accurate and secure format, patients may avoid the inconvenience, risk, and expense of reduplicative testing that occurs when they see new providers who are unsure about reports of prior medical evaluations.

Second, the operational aspects of managed care have increased the need for data transparency. “Gate keeping” physicians who authorize referrals, third party payers who want pay-for-performance “report cards,” and system administrators who need sophisticated utilization review and risk management tools all are served by electronic record sets.
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69. For a description of some of these uses of EHRs in a primary care practice, see Richard J. Baron et al., Electronic Health Records: Just Around the Corner? Or Just over the Cliff?, 143 ANNALS INTERNAL MED. 222 (2005).
70. E.g., Felicity Goodyear-Smith et al., Pandora’s Electronic Box: GPs Reflect upon Email Communication with Their Patients, 13 INFORMATICS PRIMARY CARE 195 (2005); Steven J. Katz & Cheryl A. Moyer, The Emerging Role of Online Communication Between Patients and Their Providers, 19 J. GEN. INTERNAL MED. 978 (2004); Stephen E. Ross et al., Providing a Web-Based Online Medical Record with Electronic Communication Capabilities to Patients with Congestive Heart Failure: Randomized Trial, 6 J. MED. INTERNET RES., Apr.–June 2004, available at http://www.jmir.org/2004/2/e12/.
71. Alejandro (Alex) R. Jadad, What Will It Take to Bring the Internet into the Consulting Room: We Cannot Remain Oblivious to Our Patients’ Expectations, 20 J. GEN. INTERNAL MED. 787, 787 (2005); S. H. Woolf et al., Promoting Informed Choice: Transforming Health Care to Dispense Knowledge for Decision Making, 143 ANNALS INTERNAL MED. 293, 295 (2005).
72. Terry, supra note 44, at 28–29.
73. One estimate puts these costs of repeat testing at 15% of system costs. MArkLE FouNdAtION, Linking Health Care Information: Proposed Methods for Improving Care and Protecting Privacy 3 (2005), http://www.connectingforhealth.org/assets/reports/linking_report_2_2005.pdf; see also Michael Weiner et al., Using Information Technology to Improve the Health Care of Older Adults, 139 ANNALS INTERNAL MED. 430, 430 (2003).
Large-scale third-party payers currently use electronic data sets to compare local variations in utilization and quality of care, a trend that can only be expected to continue.

Third, the growth of “shared care,” whereby the patient shares responsibility with the care provider and is likely to have increasingly episodic relationships with multiple providers, requires patients to have access to health data generally and, more controversially, to information in their health records. Furthermore, “shared care” requires that providers have transparent access to other occasions of treatment received by the patient, particularly pharmacotherapy. Thus, “shared care” used in home care settings—among providers or between providers and family members or other means of support—may also benefit from access to electronic records.

Finally, healthcare consumers and regulators are demanding increasing amounts of data regarding medical errors, quality of care, and treatment outcomes. This information is difficult to generate without sophisticated data coding and nearly impossible to analyze without complex database systems. The Health Plan Employer Data and Information Set (HEDIS) measures, for example, are more accurate if they are based on chart reviews rather than billing records, but it is expensive and cumbersome to examine paper charts. With electronic records, it is far simpler to get an accurate picture of the extent to which providers are meeting performance indicators.

Beyond improved coordination of patient care and outcomes measurement, electronic record data sets may serve critical public health goals. The Centers for Disease Control and Prevention have noted the likely usefulness of such records in monitoring immunization rates and
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75. See Leonard D. Schaeffer & Dana E. McMurtry, Perspective: Variation in Medical Care: Time for Action, HEALTH AFF. (Nov. 16, 2005), http://content.healthaffairs.org/cgi/content/abstract/ha/36/1/659v1 (follow link to PDF or HTML version of article).


79. See, e.g., Laura Landro, Consumers Need Health-Care Data, WALL ST. J., Jan. 29, 2004, at D3.

80. “HEDIS is a set of standardized performance measures designed to ensure that purchasers and consumers have the information they need to reliably compare the performance of managed health care plans.” National Committee for Quality Assurance, The Health Plan Employer Data and Information Set (HEDIS) (2006), http://www.ncqa.org/Programs/HEDIS.

81. Developed by the National Committee for Quality Assurance, HEDIS measures are standard comparisons of the performance of managed care plans. See id.
supporting efforts to contain outbreaks. \(^{82}\) Electronic records can generate and automatically transmit state-mandated reports such as diagnoses of infectious diseases or prescriptions of controlled substances. They may also help in detecting patterns of disease outbreaks. \(^{83}\) Related arguments have been made in the wake of Hurricane Katrina that EHRs are necessary to better facilitate disaster relief. \(^{84}\) If EHR architecture is designed to facilitate anonymized data sets, these goals can be furthered consistently with the privacy, confidentiality, and security protections we defend in this article.

**B. Patient Concerns and Perceptions**

Patients cite privacy, together with security, as their issues of greatest concern about electronic records. \(^{85}\) The International Medical Informatics Association lists patient privacy (and confidentiality) as a core ethical principle: “All persons have a fundamental right to privacy, and hence to control over the collection, storage, access, use, communication, manipulation and disposition of data about themselves.” \(^{86}\) Data from several recent surveys indicate that privacy protection remains highly salient for patients—and that this salience may be even greater among patients with diagnoses of illness and among racial and ethnic minorities. According to a 2005 survey conducted by the California HealthCare Foundation, 67% of Americans are concerned about the privacy of their health records. \(^{87}\) An even greater percentage (73%) of ethnic and racial minority patients in the survey expressed concern about the privacy of health information. \(^{88}\) One in eight respondents reported having engaged


\(^{84}\) Bob Brewin, Leavitt: Katrina Demonstrates Need for e-Health Records, GOV’T HEALTH IT, Sept. 8, 2005, available at http://www.govhealthit.com/article90691-09-08-05-Web (“If there was ever a case for [EHRs], this disaster underscores the need.” (quoting Mike Leavitt, Sec’y, Dep’t of Health & Human Servs.).)

\(^{85}\) E.g., Laura Zurita & Christian Nohr, Patient Opinion—EHR Assessment from the Users Perspective, 11 MEDINFO 1333 (2004).


\(^{88}\) Id.
in actions to protect their privacy that might have compromised their healthcare, including avoiding seeing a physician, asking a physician to fudge a diagnosis, paying to keep information out of insurance records, or avoiding medical testing altogether. These behaviors were more frequent among patients with chronic diagnoses, such as cancer or diabetes. Over half of the respondents surveyed indicated concerns about whether providing health information might compromise their employment or job opportunities. This report concludes that protection of data confidentiality and security are critically important if patients are to trust electronic records systems.

Another recent survey from a group at Johns Hopkins, designed to test whether special privacy concerns attached to genetic information, generated similar findings. Patients with several different diagnoses, together with a control group of well patients, were surveyed about their preferences regarding keeping their health information private. The survey results indicated that patients with genetic diagnoses were no more inclined to keep information private than patients with other diagnoses, but revealing genetic diagnoses did appear to put patients at greater employment risk than revealing other diagnoses. The data did indicate, however, that the extent to which people call themselves “private” about their health conditions varies with gender (males more), race (African Americans more), and disease condition. Not unexpectedly, patients with HIV were more concerned to keep their diagnosis private—but so were patients with colon cancer, a finding that suggests that the information patients consider private may not be limited to psychiatric and sexual matters.

Still other data from the Hopkins group indicate that many patients would prefer not to have their medical records used in research, without separate consent. This study attempted to assess the acceptability to

91. Id.
94. Id. at 262.
95. Id.
96. Id. at 262.
97. Id. at 264.
patients of HIPAA’s\textsuperscript{99} standards for waiver of consent for the use of medical records in research: that the research is no more than minimal risk, that it could not be conducted without the waiver, and that it has been reviewed and approved by an IRB.\textsuperscript{100} Previous reported studies appear schizophrenic: in one study, only 18\% found the use of medical records in research fully acceptable, and 34\% of patients found the use completely unacceptable; but other studies found that, when actually asked, overwhelming majorities of patients tended to give consent.\textsuperscript{101}

The Hopkins group surveyed patients with a variety of disease diagnoses, many who had been involved in research studies at Hopkins. They found 31\% willing to allow the use of their records in research if it would improve medical knowledge, but over half unwilling to allow the use of their records without consent.\textsuperscript{102} A large majority (86\%) of those surveyed, however, would be willing to allow anonymous use of their records without consent.\textsuperscript{103} The Hopkins group concluded that patients should be enlisted as partners in the research enterprise, with more full discussion about the use of records and efforts to obtain consent in advance, even in quite general terms, for future record use.\textsuperscript{104}

Finally, a 2006 survey by Harris Interactive found that 68\% of respondents thought that electronic medical records would improve quality of care by reducing the number of redundant or unnecessary tests, 60\% thought that EMRs would reduce healthcare costs, and 55\% thought that they would reduce medical errors.\textsuperscript{105} However, 62\% of respondents considered that the use of EMRs would make it more difficult to guarantee patient privacy.\textsuperscript{106}

\textbf{C. Autonomy vs. Instrumentalism}

The accepted rationale for health privacy and confidentiality is autonomy.\textsuperscript{107} A patient exercises his autonomy-based right of privacy when he shares (or declines to share) information with his healthcare provider or, for that matter, with anyone else. Any subsequent disclosure by the provider is policed by autonomy-based confidentiality. Constitutional and common law confidentiality protections suggested a
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rights-based approach\textsuperscript{108} to legal confidentiality that paralleled the autonomy principle. In contrast, the modern law of medical confidence (particularly the federal code) does not appear to be based on an autonomy model but on a more limited instrumental model.

The simplest (and least corrosive) instrumental justification for medical confidentiality is that patients provide information to physicians to further their diagnosis with the correlate that physicians respect confidences in order to encourage patients to disclose personal and medical information that will make diagnosis and treatment more effective. This instrumental approach becomes dangerous when applied to institutional or industrial models of care. In such models, the notion too easily falls prey to arguments that see the generation, dispersal, and processing of longitudinal patient health information primarily as a necessity to reduce overall healthcare costs and to minimize medical error. As the context changes, therefore, the simple and innocuous instrumental approach becomes increasingly problematic.\textsuperscript{109}

This movement to an instrumental rationale for protecting patient information was exacerbated by HIPAA. Congress adopted what was promulgated as the HIPAA-EDI\textsuperscript{110} model of health transactions to reduce the “back-end,” transactional costs of healthcare delivery.\textsuperscript{111} The concomitant HIPAA federal confidentiality code\textsuperscript{112} was enacted to minimize objections to and maximize participation in a transactional model desired by industry and promoted by government. As chillingly confirmed by the Third Circuit Court of Appeals in \textit{Citizens for Health v. Leavitt},\textsuperscript{113} the federal standards have gutted the nascent rights-based ap-


\textsuperscript{110} Wikipedia offers this definition of EDI:

Electronic Data Interchange (EDI) is the computer-to-computer exchange of structured information, by agreed message standards, from one computer application to another by electronic means and with a minimum of human intervention. In common usage, EDI is understood to mean specific interchange methods agreed upon by national or international standards bodies for the transfer of business transaction data, with one typical application being the automated purchase of goods and services.


\textsuperscript{113} 428 F.3d 167 (3d Cir. 2005); \textit{see infra} text accompanying note 209.
approach to privacy and confidentiality, preferring an instrumental rationale that is almost totally focused on institutions and compliance.

This process is being endorsed during the adoption of EHR technologies. Process-driven, technologically enabled healthcare delivery, of which the EHR is a core component, seeks to minimize the role of the individual autonomous physician (and the correlative autonomous patient). These next-generation healthcare technologies replace autonomy and choice with systems that identify while simultaneously commodifying patients (e.g., by positively identifying them with bar codes) and reduce discretion in treatment (e.g., by relying on Clinical Practice Guidelines and Clinical Decision Support Systems). Such technologies have a huge, potentially deleterious impact on individuals’ privacy and confidentiality. “Yet, they are likely to be accompanied by minimalist protections that, as with the federal standards in HIPAA, will be designed so as not to impede the overall error-reduction model, for example, by favoring outcomes research to further the greater good of population-based care.”

As we argue in this article, the adoption of EHR technologies should be used as an opportunity to reverse this trend and adopt an approach to patient privacy and confidentiality that recognizes an autonomy-based, default position of full patient control over personal information. This default should be compromised only in a narrow range of circumstances, such as allowing the information to flow within the “circle of care” or medical teams, to be shared after real and informed consent by the patient, or to be used in cases where the data has been fully stripped of identifiers. An initial clarification, however, should be emphasized at this point: our claims in what follows apply only to EHRs; nothing we say is intended to apply to or to preclude current practices in which patients consent to the sharing of their health information. Our point is only that these processes should continue to take place outside of the development of the EHR architecture, at least in its initial trial period.

**D. Promoting Privacy, Confidentiality, and Security**

EHRs are not like paper records writ larger. The differences for patient privacy and confidentiality and data security are matters of kind, not simply matters of degree. The irony is that the more inefficient a health records system, the more it is silo-based and makes interoperability difficult, the fewer confidentiality and security issues it will pose. However, such inefficient systems will not realize the potential benefits of an EHR. Multisite EMRs or EHRs raise the stakes for protection of important values for patients: patient privacy, informed consent about
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114. Terry, supra note 109.
116. See generally Hodge et al., supra note 5.
what will be included in records and with whom these records will be shared, and accuracy of records and resulting quality of care. The basic issues here are accessibility, security, and replicability. Electronic records can be viewed from across the globe; cut, pasted, or otherwise altered; and copied and recopied with a switch of the finger. All occur apparently invisibly, though means of tracking changes are of course possible.

The prevailing article of faith espoused by policymakers and regulators in the United States is that patient information (be it transactional or safety related) is to be protected by mechanisms to ensure data confidentiality and security. Confidentiality (mislabeled by HIPAA as “privacy”) limits access to previously disclosed patient data, thus denying the option to leverage data for secondary uses such as marketing or patient profiling. Security keeps out “hackers” who would misappropriate, damage, or destroy data. In this article, we challenge the effectiveness of this protective model in the EIHR context and defend the importance of both limiting data access to providers within the “circle of care” on a need-to-know basis, and basing the choice of which EHR architecture to implement on the need to maximize data security.

Patient privacy refers to the extent to which information about patients is gleaned in the first place. A decision by a patient not to share information with a provider, or to give misleading information, both exercises and protects privacy, but at the sacrifice of timely, accurate diagnosis and treatment. Efforts by patients to obtain healthcare services without having them entered into their medical records—such as anonymous HIV testing—also protect privacy, but at the cost of what may be important omissions in the medical record that can adversely affect patient care.

The principal patient privacy question posed by EHRs is whether patient information should be entered into a system of electronic records in the first place. As an interoperable electronic record system is developed, there are a number of options for protecting patient privacy. Patients could enter an interoperable system only on an “opt-in” basis; otherwise, their records would remain silo-ed in the offices of providers. Or, patients could be allowed to specify that records from particular providers or from particular visits be omitted from the electronic record. Still another option would allow patients to specify that certain types of sensitive information be kept out of the electronic record.

Patients who do not opt in to a linked records system will lose whatever benefits might attend an interoperable system. Some of the benefits of electronic records, such as the use of clinical decision support tools that can be downloaded to an office computer or automatic generation of

117. See Pew Internet & Am. Life Project, supra note 89, at 3.
118. See, e.g., Markle Foundation, supra note 73, at 43–58.
reminders and other informational letters to patients, are available with electronic records that are fully isolated from linkages beyond the individual provider’s office. Other benefits, however—including the use of internet-based provider-patient communication systems; off-site access to records; coordination of records among providers; or inclusion of records in larger data sets designed to monitor care quality, patient safety, or patient outcomes—are available only in limited forms or are completely unavailable with fully silo-ed records. It can be expected that, as use of electronic records grows, this option will become increasingly difficult to maintain.

A second privacy-protective option would allow patients to specify that entire records from particular providers, or entire records of particular visits, be kept out of any linked electronic record system. Patients might want, for example, to exclude from the electronic record visits to any mental health professionals, treatment for sexual dysfunction, or the fact that an HIV test was performed. Patients may also wish to exclude information gathered in visits for second opinions; they may wish to be able to reconfirm or reevaluate diagnoses or treatment recommendations without informing their original care provider of additional consultation. Exclusion of such records, however, may compromise the accuracy of the electronic record; providers accessing the record may assume that it is complete and, relying on it, make decisions about care based on records that omit critical information. Such omissions can be dangerous; diagnosis and treatment may fail to take account of the use of psychotropic medications or drugs for erectile dysfunction, for example. Providers might remain suspicious of records’ inclusiveness—or records might even be flagged for incompleteness—but as electronic records increasingly become the standard of care, reliance on them is likely to become routine.

Despite these difficulties, in order to maintain trust in an electronic record system it may be important to require informed consent on an individual provider basis before patient records are entered into a linked system. A report from the Markle Foundation concludes that this guarantee is necessary to generate trust in linked records systems.119 The report recommends that current providers not enter records into a linked system without consent and that consent be negotiated for the entry of prior records.120 The Markle report also recommends that anonymous or pseudonymous record entry be explored where linked data sets are necessary for outcomes research or public health surveillance.121

Yet another privacy-protective option would allow patients to stipulate exclusion of certain types of information from the medical record:

119. See Markle Foundation, supra note 73, at 31–32.
120. See id.
121. Id. at 32.
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information about genetic testing,122 HIV testing, or treatment for conditions such as sexually transmitted diseases, for example. This option also raises difficulties about the integrity of the record for treatment purposes. In addition, it may be costly and impractical, depending on system design. Any system that requires physicians (or office staff) to redact embargoed information from the medical record before it is entered into the linked electronic record will require time-consuming processes of data separation as well as a two-tier medical record system. Primary providers will need to remember to consult the complete record; secondary providers will not know what has been omitted from the linked record. Moreover, it may prove impossible to effectively segregate all of the embargoed information; information left in the linked record may be as revealing of the patient’s condition as redacted information. For example, redaction of an HIV test may not protect the privacy of a patient who does not want information about a diagnosis of HIV/AIDS in the medical record, if the record also contains a note about treatment for an HIV-related fungal infection.

Electronic record design that separates data fields at the time of record creation may be less costly to administer. Yet such “pull” systems are flawed because they are limited by the information the patient chooses to include, but may not effectively cull out all the information the patient wishes to exclude. A “pull” system that enters all prescription data, for example, may be as revealing of a diagnosis of HIV/AIDS as the actual HIV test itself.

Patients are justly concerned about what an EIHR may mean for their privacy. On the other hand, records system designs that attempt to protect privacy by choosing the information entered into the record in the first place are potentially both misleading and difficult to maintain. At present, therefore, it seems that the best way to protect patient privacy is to provide for patients to join an EIHR on an opt-in basis, rather than being entered into such a system automatically. If larger data sets are needed for outcomes research or for disease surveillance, they could be constructed with anonymous or with pseudonymous records. Complete records would be entered into the system for patients who opt in.

As a national EIHR is developed, safeguards also will need to be put into place to protect patient confidentiality; downstream limitations on the disclosure of patient information should be included in the EIHR. The most protective standards would ensure that health records are not shared without patient consent except within the “circle of care”—that is, with practitioners who are immediately and directly involved in the care of the patient—and on an as-needed basis with another member of a patient’s medical team. This assurance is one of the most important guarantees for patients. Given patient attitudes towards the privacy of their

healthcare information, suspicion of electronic records, and the disadvantages detailed above of protecting patients by excluding information from the record, these confidentiality guarantees are essential.

Just as with paper records, there will be situations in which electronic health information cannot be kept confidential. The format of the record will not change state reporting requirements for conditions as varied as gunshot wounds, abuse, infectious diseases, or factors that impair driving capacity. Providers should discuss limits on confidentiality with patients before giving care, as providers ideally do now when there is a likelihood of required reporting. What may be changed are the ease, speed, and certainty of reporting. Record architecture could be designed so that providers enter data only once, but that reportable data is transferred automatically as it is entered into the record, without implicating other information in the record. For example, some states require reporting of controlled substance prescriptions to state agencies; providers then search the database before prescribing controlled substances to guard against drug abuse or diversion.123 This entire process can be electronic. In advance of receiving such prescriptions, patients can be informed both of the requirement that the medications be entered into databases and of their providers' protocols for searching databases. Patients who do not want their information entered into the database could reject the prescription. The ease and speed of electronic transmissions intensify the importance of informing the patient when reporting is anticipated. A similar structure of single entry/copied data could be utilized when patients consent to the sharing of particular information outside of the circle of care, such as for billing purposes. Our point here is not to reject current structures by which patients consent to sharing healthcare information; it is that such means for sharing should be built in at the point of data entry, not at the point of the full EHR.

Serious questions of accuracy and fraud attend any electronic records system. EHRs can be erased, cut, or pasted without the kind of physical trail left when offices are broken into and paper records are tampered with. EHRs are also searchable, and such searches are quick and cheap. This raises the stakes about what is included in a record. A note or an unauthorized alteration, dating from many years in the past, can be brought back to notice more quickly than in a paper record. With paper, it is far more likely that old or inaccurate records will simply remain buried and unremarked; unearthing the records would take a long read through the paper file and might be regarded as irrelevant. To be sure, paper records can also be altered. But conventions have been developed to guard against such malfeasance: records must be dated, en-

tered in ink, etc. Erasures can be apparent visually. With electronic records, similar conventions must be developed to ensure data integrity and facilitate audit.124

Data integrity will require a method for authentication. With electronic records, there must be a method in place to ensure that entries are dated and signed. Unique identifiers that are difficult to steal will be needed to authorize entries, and penalties should attach to unauthorized sharing of identifiers. Methods will also need to be implemented to track and prevent any entry changes. Records should be correctable, but there should be a method of noting that a correction has been made and what the correction entailed. Otherwise, the integrity of all electronic records will be suspect. Still another difficulty is the need to guard against careless copying of records and the possibility that errors will be introduced thereby. The Veterans Health Administration has found that one in ten electronic records contains plagiarized text and has implemented detection software as a result.125 Conventions for data entry and authentication need to be commonly used and understood among all providers.

One of the most difficult issues for data security is to ensure that records are not subject to inappropriate access that is either inadvertent or deliberate.126 In order to gain access to paper records, someone must be physically present with the record. By contrast, inadvertent release of records and computer hacking are notorious problems with certain electronic records—credit card information, for example.127 Courts have wrestled with the risks of identity theft raised by electronic records such as financial statements involved in divorce proceedings; they have responded with solutions such as keeping the records in encrypted PDF files on silo-ed local networks without outside access.128 Medical information is at least as sensitive as information of these kinds, and before it is assembled in a linkable, accessible fashion, these issues of protection

must be solved.129 Records of any unauthorized access must be kept, and patients must be assured that they will be notified if their records have become subject to unauthorized examination.130 Such record-keeping and notification systems can be inexpensive if the default mechanism is an e-mail to the patient of an unauthorized record access, combined with general publicity about large-scale breaches of data security.131

Another difficult issue with electronic records is the ease with which they can be duplicated and multiplied. Of course, paper records can be copied too. But with electronic records, multiple copies can be generated at the flick of a key, more readily than the brooms in The Sorcerer’s Apprentice. These copies can materialize as e-mail attachments, burned CDs, easily transported diskettes or portable hardware devices, among other forms. As with paper records, copies of EHRs should not be made or shared without patient permission, except as within ordinary provider office practice. Electronic safeguards should be in place to detect when copying has taken place.

Once “out,” electronic copies of an electronic record cannot be easily traced or retrieved. Indeed, it may not be clear where all the copies have gone. Information that should not have been included in the record, that was inaccurate and has been corrected in the record by the original provider, or that was inappropriately linked, may never be corrected in copies that have been released. The analogous problem arises for copies of paper records that were made at a given point in time, but it is exacerbated with the ease of transmission of electronic records. In addition to the risks of confidentiality, this ease of transmission poses real risks for the care of mobile patients; if the “wrong” electronic record is accessed, patient injury may be the result.

Finally, methods must be developed for tracking what is done with electronic records that have been properly released and for redacting information that should not have been released. For example, providers sometimes include information in records that is not medically related, such as social security numbers. This type of information should not be released in the first place, but if it is, it should be subject to tracing and redaction. Information in a record is sometimes corrected or updated, and there must be ways to ensure that these additions are made to records that were previously released. If updated information, such as a diagnostic test that reveals a prior false positive, is not included in all copies, this omission creates the risk that accuracy will be falsely assumed and that care will be directed inappropriately.

131. This is the default regime in California. CAL. CIV. CODE § 1798.82(g)(3) (West Supp. 2006).
These concerns about privacy, data confidentiality, and data security place special pressures on the creation, maintenance, and use of electronic records. They raise difficulties that must be solved before linkable, searchable, and accessible electronic records are generalized to the population. Many of these issues raise complex technical questions. Others require the development of practices such as informed consent before identifiable information about patients is entered into databases or linked with other records. We return to these issues in the discussion of strategies for record development, patient choice, and regulation below.

IV. THE LEGAL LANDSCAPE

As already noted, the Bush administration has framed the privacy-confidentiality “issue” as one involving state laws whose divergence creates a barrier to the successful implementation of a national EIHR. The apparent conclusion is that the HIPAA Privacy of Individually Identifiable Health Information (PIHI) savings clause for more stringent state laws should be rescinded. In contrast, we argue that the issue should be framed as how to resolve the serious privacy-confidentiality issues raised by a national EIHR system. Part of that analysis depends on an examination of the extent to which patient privacy-confidentiality under such a system would be protected by existing legal controls.

A fundamental terminological problem obscures comprehension of the current state of the protection of health information in the United States. The media, commentators, courts, and legislators frequently refer to health “privacy” issues or protective models. In fact, two distinct issues must be addressed, issues that find articulation in two separate legal doctrines. Personal health information may be under threat either by its collection or its disclosure. The law has responded to those threats sepa-

132. See supra note 4 and accompanying text.
136. See also Letter from Consumer Coalition for Health Privacy (CCHP) to Scott Wallace, Chairman, Comm’n on Systemic Interoperability (Oct. 7, 2005), available at http://www.healthprivacy.org/usr_doc/Commission_Letter.pdf. In this letter, the CCHP strongly urge[s Chairman Wallace] to abandon any recommendation that takes privacy rights away from patients. In fact, instead of disabling protections, there should be a serious effort to bolster and extend established privacy rights. While the HIPAA Privacy Rule serves as a solid foundation for protecting privacy, it does not address many of the issues health information technology raises. For instance, many entities collecting and sharing electronic health information are not covered by the law. In this context, stripping consumers of current safeguards is not just misguided but dangerous, and would undoubtedly have a drastic impact on the extent to which patients are willing to engage in health information technology initiatives.
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rately, expressed as the distinct models of privacy and confidentiality.\textsuperscript{137} A privacy model places limitations on data collection.\textsuperscript{138} Such a model could, for example, prohibit all collection in certain circumstances or limit collection via a proportionality rule (e.g., only information necessary for treatment). The confidentiality model places limitations on data disclosure (e.g., hospital records may be disclosed to physicians, but not drug companies). Related protective models are either ancillary or corollary. For example, a right of anonymity provides the patient with a method to ensure privacy,\textsuperscript{139} while security systems create the technical environment to limit access to information to those records subject to confidentiality-based disclosure control.

Although frequently described in terms of privacy and privacy law, the legal protections applied to patient health information by the common law, state statutes, or the HIPAA federal standards have very little to do with either. As will be seen, the law of privacy (or collection-centric legal models) is narrowly circumscribed and underdeveloped. In contrast, the confidentiality protective model, whereby limitations are placed on data disclosure, is well established in U.S. law.\textsuperscript{140}

Contemporary U.S. confidentiality and privacy models (particularly as applied to an EIHR) are shaped and constrained by several persistent features. First, the regulation of medical records is primarily a creature of state law.\textsuperscript{141} Second, the law relating to the privacy of medical information is woefully underdeveloped.\textsuperscript{142} Third, while comparatively mature, state common law and statutory medical confidentiality regulations provide few solutions to the threats posed by an EIHR.\textsuperscript{143} Fourth, the more recent HIPAA Privacy Regulations\textsuperscript{144} have created a (frequently parallel) federal confidentiality code whose flaws become considerably more obvious when mapped to an EIHR. Finally, U.S. law generally permits patients to waive or sign away almost all controls on the collection or dissemination of their personal health information.\textsuperscript{145} In only very limited circumstances are there bright-line rules rendering health information inalienable.\textsuperscript{146}
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Historically, the governance of medical records has been a matter of state law. As a result, ownership of records, access to records, mandatory reporting, and data protection rules vary by state. The HIPAA transactional standards represent one very important exception to this general rule, but an incomplete and flawed exception because the so-called privacy provisions (but not the security or transactional rules) are subject to a savings clause preserving some state protections. State-centricity is inconsistent with the proposed U.S. EIHR system. Whether truly national or regionally based, the EIHR will be an interstate creature. And, for the promise of the EIHR to be fulfilled, data must be entered only one time and must be accessible from any part of the country.

It is generally accepted that doctors own the medical records they keep about patients. State statutes have extended that default position to hospital records. In addition to federal regulatory and Joint Commission on Accreditation of Healthcare Organizations (JCAHO) accreditation rules, state law (state statutory, licensing, or even common law malpractice requirements) imposes duties of accuracy, completeness, legibility, and timeliness. State statutes may prohibit the alteration of records, while diverse common law remedies for spoliation create disincentives to their concealment or destruction. Although
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155. See, e.g., Rosenbliit v. Zimmerman, 766 A.2d 749, 754–58 (N.J. 2001) (canvassing various remedies and adopting independent tort remedy); cf. Brown v. Hamid, 856 S.W.2d 51, 57 (Mo. 1993) (“The Missouri cases, statutes, and common law address a physician’s duty to let the patient inspect and copy medical records. They do not create an independent duty to maintain medical records. To be sure, in another case, failure to maintain medical records may contribute to, or constitute, medical
supplemented by Federal Medicare rules, state statutory rules generally continue to govern records retention.

B. Privacy

Although the U.S. Constitution does not contain any generalized right of privacy, the Supreme Court has recognized limited privacy rights derived from various constitutional provisions. Whalen v. Roe is the foundational case, recognizing not only autonomy or decisional privacy ("independence in making certain kinds of important decisions"), but also informational privacy ("the individual interest in avoiding disclosure of personal matters"). Whalen concerned the validity of a state statute requiring computerized record keeping (including patient identification) of scheduled prescription drugs. The Court held that, on the record as presented, arguments of potential breach of security or confidentiality by IT, medical, or judicial actors did not "pose a sufficiently grievous threat to either interest to establish a constitutional violation." The Whalen court recognized "a host of . . . unpleasant invasions of privacy that are associated with many facets of health care," while noting that such disclosures "are often an essential part of modern medical practice." Although Whalen did not decide the issue, the court hinted that such an invasion would rise to the level of a constitutional violation only if such a scheme failed to "evidence a proper concern with, and protection of, the individual's interest in privacy." Since Whalen, several federal courts have recognized constitutionally protected privacy rights in connection with medical and prescri-
tion records. Although recognized, this informational privacy right is not absolute. For example, in *Douglas v. Dobbs*, a recent Tenth Circuit case stemming from a court-authorized police search of pharmacy records, the court noted: “We have no difficulty concluding that protection of a right to privacy in a person’s prescription drug records . . . is sufficiently similar to other areas already protected within the ambit of privacy.” However, this abstract right was insufficient given that the plaintiff failed her burden of showing that the right has been violated by the defendant of record.

Several state constitutions explicitly protect privacy. Typically this privacy right has been applied to medical records. For example, one state high court opined: “Because Georgia recognizes an even broader concept of privacy [than the federal constitution], the personal medical records of this state’s citizens clearly are protected by that right as guaranteed by our constitution.” However, as with its recognition by the federal courts, this right of informational privacy is not absolute and is subject to typical public health, law enforcement, and other exceptions.

At common law, it is beyond cavil that, as one court has stated, “[i]f there is any right of privacy at all, it should include the right to obtain medical treatment at home or in a hospital for an individual personal condition (at least if it is not contagious or dangerous to others) without personal publicity.” Such a broad statement notwithstanding, U.S. privacy law limitations on data collection in the healthcare domain are less than robust. The Restatement’s black-letter law of “privacy” fails to provide any general or comprehensive “right of privacy.” Rather, the “right” is a bundle of discrete tort actions and is highly qualified at that. The patient must rely on factually restricted, doctrinally lim-
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ited,177 and somewhat clumsy protections against “unreasonable intrusion upon the seclusion of another”178 or “public disclosure of private facts.”179 As a result, common law privacy actions tend to be successful in only a few extreme or outlying cases of medical intrusions180 or publications.181

C. Confidentiality

Prior to the promulgation of the federal standards, most states had developed robust common law and statutory protections applicable to the confidentiality of health information. For example, there is now considerable consistency across the states in recognizing an “independent” or torts-based remedy for breach of confidence.182 The cause of action is theoretically (and variously) based on licensing statutes, the physician’s evidentiary privilege, common law principles of trust, the Hippocratic oath, and general principles of medical ethics.183 Only a handful of states reject the general proposition,184 although some persist in grounding it on an outmoded doctrinal basis such as implied contract or breach of a fiduciary relationship.185

The common law action for breach of confidence differs from the less-developed common law tort of privacy. One court has stated the most practical difference: “Only one who holds information in confi-
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dence can be charged with a breach of confidence. If an act qualifies as a tortious invasion of privacy, it theoretically could be committed by anyone.

The converse is also true: if information that is not secret or private is entrusted in confidence, its subsequent disclosure may be actionable.

Many states now also have some form of legislation that protects medical information against disclosure, though few contain a comprehensive prohibition against the disclosure of confidential medical information. Rather, and similar to the HIPAA code, state statutes tend to create a provider “disclosure” code detailing the large number of “safe harbor” occasions and circumstances in which healthcare and other actors are permitted to disclose confidential medical information. Also, like HIPAA, the legislation in most states does not permit a private right of action by patients. Some state laws protect only health information in the hands of the state, not in the offices of private providers.

Both federal and state courts have denied any implied private cause of action for HIPAA breaches. As a result, the importance of the common law action for breach of confidence and similar causes of action remains, notwithstanding HIPAA, unless and until the federal government legislatively preempts all “more stringent” state laws.

D. Limitations of HIPAA “Privacy”

The HIPAA federal standards apply to a broad range of “covered entities” that transmit health information in electronic form, but by no means to all entities that maintain health information in electronic form.
These providers, as such as hospitals, physicians, and health plans, are subject to the regulations if they transmit health information “in electronic form in connection with a [HIPAA-EDI transaction].” The federal standards place limitations on the disclosure of “protected health information,” including information that “relates to the past, present, or future physical or mental health or condition of an individual” and identifies or could identify the individual. Thereafter, the provider may disclose private health information (PHI) only as permitted by the federal standards. Modeled as they are on existing state statutory protections, the HIPAA standards do not protect health privacy. The standards are in essence a federal confidentiality code based around a regulatory compliance model rather than one that creates patient rights. HIPAA’s principal achievements are to require that the entities it covers give patients notice of “privacy practices” and protect EHRs from access outside of the entity without patient consent. Privacy notices and patient consent are relatively pro forma, in the views of some critics. Although HIPAA has made it less likely that, for example, employers will access employee health records from insurance claims, it contains limited safeguards. For example, covered entities are not required to inform patients about unauthorized access to their records, although entities are required to provide an accounting of such access upon request.

Unfortunately the federal standards are flawed and, as currently written, will do little to create patient trust or physician participation in an EHR. In the words of one editorial: “With an Orwellian turn of phrase, the ‘privacy rule’ has little to do with patient confidentiality. In fact, it permits the widespread sharing of medical data among 800,000 or so health, business and government entities.” First, the standards con-
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centrate almost exclusively on the process of patient consent to disclosure. A true privacy-confidentiality regime should be more substantively concerned with limiting the collection and dissemination of personal health information. Questions of patient consent to disclosure only need to be addressed at the margins.

Second, the standards as amended by the Bush administration now lack any consent-to-disclosure provision for most healthcare activities. That amendment deprived the patient of a symbolic privacy-autonomy “moment” at the commencement of the provider-patient relationship. More specifically, in the EHR context, the amended regulation removes any requirement for consent to disclosure for “routine uses”: “treatment, payment, or health care operations.” The amendment was challenged, in Citizens for Health v. Leavitt, as violating constitutional rights and the enabling legislation. The Third Circuit ruled that any Fifth Amendment substantive due process or First Amendment claims failed in the absence of state action. Further, the court held that the amendment was not ultra vires the HIPAA statute because, in part, the statutory purpose was not to enhance patient privacy but to improve the efficiency of the healthcare system.

Third, although HIPAA confidentiality is premised on national standards, the confusing and operationally obstructive “more stringent” partial preemption rule—the so-called HIPAA floor—undercuts this model. Indeterminacy is further increased by the interplay between federal and state law regarding some “required by law” disclosures. Indeed, one circuit has held that a state’s more stringent medical-records privilege does not apply in federal-question actions.

Fourth, the federal standards apply broad, arguably overbroad, exceptions (public health, judicial, and regulatory) where patient consent to data processing is not required.

Fifth, the privacy standards are still too lax regarding secondary uses of patient information. There are still many unrestricted uses of patient information outside of treatment and billing; in too many situations
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patient consent for secondary uses is not required, and in other situations consideration should have been given to prohibiting some consen-
ted-to secondary uses (e.g., the sale of patient data for pharmaceutical marketing).

Sixth, because of limitations in the enabling legislation, the federal standards simply could not include all medical data or all users of such data. There are gaps in the legislation caused by the “entities” or HIPAA-EDI premises that arguably deny protection to data held in some Personal or Trustee EHRs. Additionally, the “business associate” extension is a cumbersome and inefficient extension of the regulatory reach and is of dubious effectiveness as EIHR data processing is moved offshore.

By way of example, consider *Beard v. City of Chicago*, a relatively obscure employment discrimination case against a fire department. The plaintiff sought production of documents describing medical leaves of absences taken by similarly situated coworkers. The fire department kept a large number of medical records, which were generated by both staff physicians who determined whether employees were fit to return to duty and (with employee consent) by employees’ outside treating physicians. The defendant resisted production on the basis, inter alia, that patient records were protected by the HIPAA privacy regulations. An outsider unversed in the intricacies of HIPAA could be forgiven for thinking that the federal confidentiality rules would apply to the holder of medical records generated by medical personnel (albeit perhaps subject to some litigation exception). However, the court found three separate reasons why HIPAA was inapplicable. First, the HIPAA regulations apply only to health plans, healthcare clearinghouses, or healthcare providers who engage in HIPAA electronic transactions. The *Beard* court found no evidence that the fire department was a plan, clearinghouse, or other provider under the HIPAA definition. Further, even if the department was a healthcare provider, it was not engaging in electronic transactions. Second, the court found that the medical records kept by the fire department did not constitute “protected health information” because

218. *See, e.g.*, Mathis, 377 F. Supp. 2d at 645 (FBI not a covered entity).
223. *Id.*
the regulations explicitly excluded “individually identifiable health information in . . . employment records held by a covered entity in its role as employer.”

In conclusion, as we further consider how to build patient and physician trust in an EIHR, one overarching problem with the HIPAA standards must be addressed: the standards are fatally flawed because they lack transparency and clarity. They may be labeled (really, mislabeled) as promoting “privacy,” but their sheer obliqueness detracts from any educative or principled “message.” What was required of the federal standards was a more generalized statement of principle based clearly on an autonomy-focused rationale, a legal guarantee that patients have control of their health information. As follows from earlier comments, exceptions should have been more narrowly constructed and tightly controlled by concepts of proportionality and the circle of care.

E. Medical Information and Inalienability

One of the most pervasive characteristics of the U.S. approach to medical confidentiality and privacy is that patients may sign away almost all extant controls on the collection or dissemination of personal health information. This was operationalized at common law through the doctrine of waiver and in state medical confidentiality statutes by authorization provisions. Nowhere has this tendency been more obvious than in HIPAA’s Personally Identifiable Health Information (PIHI) regulation. Indeed, PIHI reads less like a list of confidentiality protections and more like a catalogue of exceptions and, specifically, process rules for authorizations to avoid confidentiality. For example, although the regulation notes that authorizations are required for certain uses or disclosures of psychotherapy notes and some marketing uses, the bulk of the relevant regulatory text details the process to be followed to obtain such authorization.

State laws that prohibit health information use or disclosures notwithstanding authorization are very much the exception. However, these inalienability provisions provide an interesting model, particularly given
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the tempting secondary uses for EIHR information. For example, along with related controls (e.g., prohibiting insurers from conditioning insurability on genetic testing\textsuperscript{232}) most states place some limitations on the use of genetic information in the health insurance domain, while a few also extend those limitations to life and disability insurance. Thus, many states prohibit the use of individuated genetic data for nontherapeutic purposes such as determining insurability or setting premiums.\textsuperscript{233} Relatively few states undercut this prohibition by allowing for applicant consent to its use.\textsuperscript{234} At the federal level, a presidential executive order prohibits agencies from collecting genetic information concerning federal employees.\textsuperscript{235} There have been a series of bills introduced in Congress to make this proscription universal.\textsuperscript{236}

Some AIDS/HIV reporting legislation has targeted similar issues.\textsuperscript{237} State legislatures have tried to reduce disincentives to HIV testing by guaranteeing the confidentiality of the test results.\textsuperscript{238} For example, the Illinois statute permits test subjects to remain anonymous.\textsuperscript{239} While the same statute allows identified subjects to execute releases allowing for disclosure,\textsuperscript{240} its overall tenor is to considerably limit the dissemination of the results, utilizing need-to-know and limited circle of care models.\textsuperscript{241} Finally, and perhaps of most interest for our purposes, is a recent New Hampshire law that prohibits the sale of prescription information (that contains patient or prescriber-identifiable data) “for any commercial purpose,” including advertising or marketing.\textsuperscript{242} Reportedly, the statute is being challenged on First Amendment grounds by data aggregators.\textsuperscript{243} 

V. PRIVACY AND CONFIDENTIALITY STRATEGIES

Three types of strategies are available to reduce the risks associated with EHRs: specific system architectures, requirements for patient
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choice, and legal requirements can be combined to protect patient health information and generate the trust needed for an interoperable health record system to succeed. The balance of strategies chosen will depend on the EHR system architecture that is employed. The importance of developing successful strategies for protecting privacy and confidentiality cannot be emphasized too strongly.

Although the Markle Foundation’s data indicate public support for easily accessible electronic records, respondents to its 2005 survey overwhelmingly (79%) regard it as a “top” or “high” priority that their medical information be shared electronically only with their consent. The vast majority of respondents (91%) want mechanisms in place to confirm the identity of anyone using the system and to guarantee against unauthorized access. Reviewing who has had access to personal health information is also a core priority (81%), with respondents (68%) unwilling to give employers access to their health information.

The Markle Foundation endorses seven patient and consumer principles developed by the Personal Health Technology Council:

1. Individuals should be able to access their health and medical data conveniently and affordably.

2. Individuals should be able to authorize when and with whom their health data are shared. Individuals should be able to refuse to make their health data available for sharing by opting out of nationwide information exchange.

3. Individuals should be able to designate someone else, such as a loved one, to have access to and exercise control over how their records are shared.

4. Individuals should receive easily understood information about all the ways that their health data may be used or shared.

5. Individuals should be able to review which entities have had access to their personal health data.

6. Electronic health data exchanges must protect the integrity, security, privacy, and confidentiality of an individual’s information.

7. Independent bodies, accountable to the public, should oversee local and nationwide electronic health data exchanges. No single stakeholder group should dominate these oversight bodies, and
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consumer representatives selected by their peers should participate as full voting members.247

The recommendations we develop below endorse and develop these principles. At the outset, however, we must address the “do nothing” strategy. This approach could be premised either on an informed healthcare skeptic’s intuition that the financial and structural issues posed by EHR development are insoluble, or on the more cynical view that in a couple of years some other inexpensive-until-implemented State of the Union sound bite will replace universality of health records.248 Such a “do-nothing” strategy, however, cannot be countenanced because of the proliferation of PHRs and the growth of hospital and systemwide EMRs.249 The latter are not EHRs in the strictest sense but single EMRs implemented by large, often regional or national healthcare systems250 or even for federal government employees.251 While PHRs or systemwide EMRs may not offer the same interoperability or quite the same scale as NHIN-interlinked EHRs (and thus may be somewhat more secure), they raise identical privacy and confidentiality concerns as their EHR fellow travelers.

A. System Architectures

Four different general types of EHR architectures are available at the present time, which we label as “Personal,” “Shared,” “Trustee,” and “Interoperable.” This final type, the Electronic Interoperable Health Record (EIHR), can be structured to operate either over a regional
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health information organization (RHIO) or national health information network (NHIN). Privacy, confidentiality, and security problems increase as the interoperability of the EHR system increases, with a RHIO or NHIN system posing the most pressing issues.

I. Personal EHR Model

In a personal EHR (PHR) model, patients are the dominant managers and custodians of their electronic medical records. The record consists of information fields into which data are entered either by the patient or through data export, or managed by the patient from records maintained by the patient’s physician. One PHR model has patients subscribing to a web-based service that assists them in collecting data from one physician and then disseminating it to others. The “Continuity of Care” record proposed by the American Academy of Family Physicians as a standardized form of summarized electronic records would be a convenient data model. With a fully personal EHR system, only the consumer can download, view, combine, or process all his records. Patients would then be able to choose which records or parts of records they would export. Exported records could be provided on a read-only basis, protecting against alteration or entry of additional material. Employers, hospital systems, and EMR vendors are also rolling out hybrid models that enable web-based access for patients to portions of their records for personal health monitoring. Future models could mimic personal financial management software such as Intuit’s Quicken or Microsoft’s Money.

However, such individually maintained records have limited usefulness. Although these records may be a helpful source of information for
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patients, they are less likely to be viewed as reliable by providers. Depending on patient choices and data sources, personal records may not always be comprehensive (longitudinal) or coded for interoperability. Personal records that use a standardized format and are drawn from standardized sources, such as the Continuity of Care Record, will be in a format that permits the greatest likelihood of interoperability.

At the same time, individually maintained electronic records have the least significant implications for privacy and security. The data in such personal records will be patient-provided and maintained, thus enabling patients to keep information they regard as private out of the medical record. Confidentiality, however, will be more difficult to protect. If patients share records with providers, and providers make copies—as surely they will do for reference and liability purposes—there will be copies passed from the patients’ control. Once any part of a Personal EHR leaves a patient’s control and enters the control of a physician or system, more typical privacy, confidentiality, and security issues will arise. Providing copies on a read-only basis or incorporating other means of digital rights management (DRM) protects the record from alterations or additions, but not from further scrutiny or duplication through transcription.

Such personal health records could be maintained in a location of the patient’s choosing. If financial records are an apt analogy, these choices are likely to include home computers, office computers, portable hard drives, smart cards, thumb drives, or other personal information devices (PIDs). Patients will have varying skills at maintaining their records; some will keep adequate backup copies, but others will leave PIDs with the only copy of their records in taxis with the same frequency that they lose their iPods. Some will sequester records on a home computer; others will wear their records on necklace PIDs. Such variability in data availability, confidentiality, and security are in the hands of the patient, and, at least to that extent, are subject to patient choice. When data are compromised or lost, moreover, it will be on an individual patient basis; there will be no large data banks of patient information subject to hacking at a single swipe (at least for non-web-based PHRs). Because of the vagaries of patients’ abilities to maintain their data, however, such personal health records will not be adequate substitutes for medical records maintained by providers or systems.

2. Shared Models

A variety of systems are available in which physicians and patients share responsibility and control over electronic records, but the records remain silo-ed. When physicians retain control over their records silos, the model is physician-centric. The silo-ed records may not be interoperable, as with either paper records or many of the individual electronic records maintained today. Collecting the silo-ed records in a common
format, such as the Continuity of Care Record or some of the systemwide formats described below, allows for easy transfer or incorporation into larger data sets. However, there is significant tension between entrenched local practices for maintaining data and the desire for interoperable formats.259

In consultation with patients and subject to patient consent, physicians could transmit all, parts, or summaries of such records to patients, to other physicians, or to a centralized data warehouse. The most discussed example of this type of “push” system for sharing electronic records is the Australian HealthConnect system discussed earlier.260 As HealthConnect has been pilot tested, commentators have emphasized the importance of protecting patient confidentiality; in particular they focus on the requirement of patient consent before new information is entered and patient control of access to information that has already been entered.261 Once data enter a centralized system, the difficulties of protecting confidentiality intensify.

3. Trustee Models

In a trustee model, patients contract with a fiduciary to maintain their health records.262 Trustee models can be offshoots of a PHR in that the data remain in the control of the patient, who then pushes all or some of the data to a trusted third party. The patient sets the terms of the trust and instructs the trustee about the management of that information, including to whom it may be disclosed, how long it may be kept, and who may add to the record. Such a model could also be an offshoot of a shared or physician-centric architecture if the physician, in consultation with the patient, initiates the “push” directly from the record to the trustee.

A trustee model has limited privacy implications in that it is the patient who decides what data is transferred to the trustee. Confidentiality is protected by a trust agreement that governs further distribution of data, but is assured only to the extent that the trustee lives up to its fiduciary responsibilities. Trustee models increase ease of access to data for


mobile patients, but present concomitant data security issues; trustees of large data sets may be attractive targets for hackers.263

Moreover, once a trustee has authorized transmittal of a patient’s record, it is unclear how the dissemination of the data is controlled thereafter. One model would be for the information to flow into the receiving provider’s record, posing anew the issues of protecting confidentiality and data integrity. Another model would limit any data transferred from the trustee to read-only (or some other form of DRM) such that the control of the data remains with the trustee and within the terms of the trust agreement. This model protects data integrity but risks to confidentiality remain.

Many different types of trustees are possible. The trustee could be a data warehouse or some other form of repository. Trustees could be for-profit, not-for-profit, or public entities. As the number and variety of trustees increase, so will the difficulties in protecting data security, confidentiality, and transmissibility. A single trustee model might be preferable; standards could be common across the nation and problems of protection would need to be solved only once. A single trustee could nonetheless offer different arrangements for data management and protection, depending on the patient’s choice.

4. Regional or National Models

A fully longitudinal, EIHR, whether operating at a regional (RHIO) or national (NHIN) level, has both the greatest advantages for patient care and public health and the most fundamental implications for patient privacy, confidentiality, and security. Current discussions suggest that a RHIO or NHIN could utilize either a data warehouse or pointer/records locator technical model. Models may be premised on the aggregation of existing EMR silos, common data standards, and sophisticated data-mining tools that improve usability and maximize the return on investments.

These RHIO and NHIN models may have different technical security implications, but they pose virtually identical privacy and confidentiality issues. A regional organization has the advantage of potential protection and at least some standardization. But depending on how it is designed, it may not afford the full advantages of mobility. If patients see providers outside of the region, there would need to be methods for allowing both access and entry of data. Further, patients might not know which region maintained their records or if their records should move with them if they permanently relocate. If the different regional organizations had different standards, moreover, patients might be confused
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about which standard governed their records. If a fully interoperable system is desired, therefore, it seems that the best option is a single national system. Recently, Dr. Brailer has stated, “Being a RHIO is a journey . . . . We know it has a beginning and a middle, but we don’t know what the end looks like.” Dr. Brailer has acknowledged that RHIOs likely will morph from being fledgling technology infrastructures into governing or advisory bodies. For the federal government, therefore, it is clear that the future lies in a NHIN.

As follows from the discussion above, a national, fully interoperable architecture poses the greatest privacy, confidentiality, and security risks and suggests that the protection of personal health information will depend on patient choice and legal protections.

**B. Patient Choice**

Legal mechanisms such as informed consent and privacy-confidence that operationalize patient interaction with medical services typically provide that patients may waive autonomy-derived “rights.” Increasingly, however, such waivers tend to pay only lip service to the underlying autonomy. Thus, informed consent (both in law and medical practice) tends to focus on the narrow issue of “consent” rather than the disclosure of information that increases patient choice and participation. Similarly, patient “consent” to information sharing is often a nonnegotiable precondition to treatment—there is no genuine choice. The challenge in the EHR setting, therefore, is to identify potential choices regarding patient participation in such a system—choices that range from opting out completely, through redacting specific data or restricting occasions of disclosure, to reviewing the data that is included in the system.

1. **Opting In or Opting Out**

The initial option for patient choice is whether to enter into the system in the first place. This option is most protective of patient privacy; patients may decide that they want to stay “local,” with their records, electronic or paper, either under their own control or at offices of their individual providers. As an NHIN is developed, it may be preferable to employ such an “opt-in” strategy for pilot programs. A trial period of
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perhaps five years would give some sense of the issues, both anticipated and unanticipated, that could arise with a NHIN.

As the reported data about patient preferences suggest, informed consent should be required before a patient is entered into the system. This consent must include decisions about what information will be included, what access will be authorized and what will not be authorized without further consent, and what provisions will be in place to secure additional consent before data are revealed. Perhaps most importantly for patient trust in a NHIN, consent should also include basic information about how data security will be protected and what steps will be taken to inform patients if there are security breaches.

If a NHIN comes into general use, however, it may be increasingly difficult in practice for patients to opt out of the network effectively. Physicians may come to rely on access to the network for information about their patients. They may use electronic searches or algorithms in assessing patients’ conditions or in determining how patients have been managed in the past. Patients who are not in the NHIN may be disadvantaged as a result and the choice to opt out will become illusory. The use of evidence-based protocols is a particular case in point; patients without electronic records might be managed far differently than patients with EHRs, and physicians might be more accustomed to using the EHR. Similarly, some physicians might rely on searches of the NHIN for data about drug allergies or drug interactions. Patients who do not have information in the NHIN may be at risk if providers become less effective at using patient-provided medical histories to guard against problematic responses to prescriptions. Opting out of the network as a method of protecting confidentiality will thus come at a price that will be unacceptably high to many. Legislation also would be required to guarantee access to care for, and eliminate discrimination against, patients who opt out.

2. **Circle of Care**

An alternative means to protect confidentiality is to reduce the size of the population that has access to a patient’s data. Making patient safety information available to all healthcare providers that are tangentially involved in a patient’s care renders the level of privacy and security accorded that data a function of the weakest link in the system. Fully interoperable data is also immeasurably more valuable for secondary uses (e.g., marketing) and is an irresistibly tempting target for commercial aggregators. As it becomes more difficult for patients to opt out of inter-
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operable networks, therefore, informed consent and patient confidentiality become increasingly important. Recognizing these pressures, we recommend that data in the system be available only to providers within the therapeutic circle of care (those within the patient’s medical team) on a need-to-know basis. This is not as radical a recommendation as it might seem; as we have emphasized earlier, it does not preclude a system design that permits the generation of anonymized data sets for quality improvement or public health purposes. Nor does it preclude architectures that permit data to be copied to different fields at the time of entry with patient consent.

3. Data Carveouts

An additional confidentiality-protective strategy would be to build a mechanism for placing certain aspects of the record in a “secure” envelope, available only with specific permission of the patient. Obvious examples of sensitive information that might be carved out and secured in this way include mental health history and sexual/reproductive history (including abortion, sexual dysfunction, pregnancy, and even birth control). But it may not be easy to anticipate what information individual people would find especially important to safeguard. The data from the group at Johns Hopkins indicate that diagnoses of colon cancer are considered more sensitive by patients than other cancer diagnoses. Some people might regard treatment for acne, obesity, sleeplessness, or even conditions as common as hypertension as especially sensitive. The rule that is most protective of privacy would be to permit patients to stipulate what information should be secured, although records will be less useful if significant portions are secured and providers do not know which ones these are. Three models are available for securing some, but not all, information: a secure “envelope” model, a contextual disclosure model, and an access-edit model.

a. Secure Envelope

The envelope model assumes that the patient opts in to the system (or is given no choice), but is permitted to tag specific data as “highly
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confidential.” This data is then specially coded (e.g., with a DRM layer), and although it circulates within the EIHR, is not generally readable. The secure envelope could be opened only with a specific additional consent from the patient or in the case of a particular medical interaction. Examples of the latter might include: “To be opened if unconscious in an ER,” “To be opened in an OB/GYN emergency,” or “To be opened if psychotropic medications are prescribed.” Research would be required to determine how the conditions “on” the envelope could be coded so that they do not defeat the exercise by hinting at the secure data contained within.

b. Contextual Disclosure

Context-specific disclosure requires the patient (likely in consultation with his provider) to create different layers of health information that are made available to the EIHR. These layers would then provide for context-specific disclosure. For example, ob/gyn-related data would only be available to ob/gyn providers. Research would be required to determine the impact of such limitations on health quality or medication safety. For example, if a patient was taking Lithium and being treated in an ER following an overdose, absent knowledge of the medication or underlying diagnosis, the patient would be at extreme risk as there is no screening test for detecting Lithium.

Patient-initiated carveouts aside, an EIHR system likely would have to be coded for some layer restrictions on data because of existing restrictions on the transparency of data involving, for example, HIV/AIDS or child abuse. At present, there are immense variations in state law restricting data transparency. These variations would need to be addressed through the development of national standards or by allowing patients both to specify states in which they are likely to receive care and to code records to meet the regulations of the most restrictive state specified.

c. Access and Edit

Envelope storage or context constraints generally are discussed in terms of restrictions placed on the data upon input. However, comparable rights could be given to patients using an Access/Edit model similar to that used by the HIPAA confidentiality standards or some state statutes. Thus, a patient could be permitted to access his record and remove or request removal of specific data, or place restrictions on its dissemination (e.g., by moving it to a secure envelope). An Access/Edit system has the difficulties of any model in which some data are unavailable to treating physicians. It has the additional disadvantage for patient care that patients may use idiosyncratic judgment in securing records, but the concomitant advantage that patients will be able to exercise individualized preferences in this regard.
4. **Review and Audit**

As a more powerful EIHR system is developed, problems with the integrity of records must also be addressed. Record inaccuracy or corruption can adversely affect patient care—far more so than if the inaccurate record is buried in the office of an individual provider. Data security breaches carry the potential to release an entire record, rather than whatever fragment may be located in the office of an individual provider.

As electronic records are relied on more extensively, their accuracy will be important for patient safety and quality of care. Records gathered far in the past may reappear with deleterious consequences. Patients thus should be able to review their records for accuracy to be able to ensure that old inaccuracies or errors do not recur in current approaches to care. If old paper records are transformed into electronic format, patients should be able to review what is included for accuracy and to limit linkages as appropriate. As new electronic records are created, patients should be permitted to review them for accuracy to the same extent they currently can review paper records. When patients challenge the accuracy of records, corrections should be made and noted by providers where appropriate. If, in the judgment of the provider, a correction is not appropriate, there should be a way to note in the EHR that a particular aspect of the record has been challenged by the patient for accuracy but has not been amended by the provider.

Patients should also be able to ascertain whether the patient choice model selected has been employed appropriately to protect their privacy and data confidentiality. Patients should know whether secure envelopes, context-specific disclosures, and other selective strategies have been implemented in their records.

The data about patient and consumer attitudes strongly support the importance to patients of knowing whether the security of their electronic information has been breached. Developers of electronic records must explore methods for keeping patients apprised of security breaches of their health information. HIPAA seems too weak; it requires simply that custodians of electronic health information keep records about access that patients can review on request. The difficulty is that patients may not know that their records have been accessed and thus may not request information about access. A relatively simple alternative would be to keep a flagged list of who has accessed the records at the front of the record; the list should be readily apparent to the patient or anyone else accessing the record. A more aggressive strategy would permit patients to stipulate electronic contact information that they would like to have used if there are security breaches involving their medical records. A still more aggressive—but the most protective—strategy would follow California’s model for security breaches of electronic information: con-
tact is required, but public notice of a security breach will suffice when contact information is not available.270

C. Legal Strategies

In May 2005, responding to criticisms about its Care Records Service (CRS) system,271 the U.K. government issued the NHS Connecting for Health Care Record Guarantee.272 This EHR “bill of rights” provides that the NHS CRS system will

- allow only those involved in your care to have access to records about you from which you can be identified;
- show only those parts of your record needed for your care;
- allow only authorized people to access your records (who will need a ‘smart card’ as well as a password);
- allow you to control whether information in electronic records made about you by the organization providing your care can be seen elsewhere in the NHS.273

NHS also promised future technologies such that “if you are concerned about particular entries . . . rather than about the whole record, you will be able to ask us to keep parts of the record . . . from general view and only share them with your permission . . . .”274 Thus, the NHS plan endorses three confidentiality-privacy strategies: the “circle of care,” “opt out” and “sealed envelope,” which we will return to.

We believe that patient privacy and confidentiality cannot be adequately protected in a U.S. EIHR environment without similar strategies and, inevitably given our context, federal statutory or regulatory attention. A fortiori we believe such legal attention will be necessary to deal with the informational dangers associated with the likely choice of a national EIHR (NHIN) system. In this Section, we outline what we believe are the four key legal protections that must be introduced: first, some types of medical data should be protected against even consented-to collection or disclosure; second, all healthcare information should reside only in the medical domain; third, as a default position healthcare information should flow only within the patient’s circle of care; fourth, an independent regulatory body should be appointed that will have the power

270. See generally CAL. CIV. CODE § 1798.29 (West 2006).
271. See supra text accompanying note 41.
273. Id. at 3.
to review the manner in which patient information is handled by any EIHR system and resolve disputes.

1. **Exclusion of Data Types and Inalienability**

   The legal model for privacy and confidentiality in the United States has generally endorsed the approach that any and all personal information (be it financial, medical, etc.) may be collected, processed, and disseminated with the consent or authorization of the data subject. The primary operational objection to this approach is that “consent” processes are imperfect in situations involving parties with radically different bargaining strengths or in informational asymmetry regarding the implications of any such consent or authorization. A secondary objection is that data protection is sectoral: both technical and regulatory regimes among varying types of data such as financial records, insurance records, health records, employment records, and court records. It may be very difficult for people to understand and remember the differences associated with these different regimes. Gaps in data protection may be especially apparent if data are transferred across regimes, as when health records are made available to insurers or employers. A third difficulty is that most data regulation is state based, with state laws applicable to medical and insurance domains varying widely; any NHIN system will transcend state boundaries and thus pose the issue of whether protection is only as strong as the weakest link.

   Assuming movement towards a fully interoperable national EHR and full inclusion of patient and physician stakeholders in its development, the most important measure would be a federal statute that overrides any consent/authorization regime and guarantees that certain types of private information cannot find their way into an EIHR.

   Specifically, lawmakers should place limits on the collection of certain EHR information, such as Radio Frequency Identification (RFID) tracking data outside of hospital or pharmacy premises. Similarly, inalienability rules (regardless of “consent”) should be applied to the disclosure of genetic information or AIDS/HIV data outside of the medical domain.

2. **Medical Domain**

   Because of the great power and scope of the likely information in a complete EHR on a given patient, at this time EHRs should be employed for treatment purposes only. That is, they should be accessible
only to patients themselves and to healthcare providers for medical management. Specifically, legislation is necessary to lock out secondary users (e.g., pharmaceutical companies, life insurers, and employers) and to prohibit the commercial aggregation of identifiable EHR-sourced data.

Other uses of the entire EHR by healthcare providers—for billing purposes, for cost management, or for evidence—should not currently be permitted. These uses are simply too risky for patients if EHRs are released on an all-or-nothing basis. EHRs should not be available for these other purposes even on a consensual basis; patients may be unaware of what is in the record and what such consent really means. The information can be acquired in other ways. For example, unlinked electronic records in individual providers’ offices could be used instead—just as paper records are today. If this is regarded as impractical, an alternative would be to allow entries in specified fields—but not the entire EHR—to be released with consent from the patient or the patient’s representative. Or, at the point of entry, given data could be transferred with the patient’s consent—e.g., for billing purposes. To be sure, achieving this separation presents a problem of software design; as providers enter data into an EHR, there will be a need to separate data for the NHIN from data used for billing purposes. But the full power of the identifiable EHR should, as systems are developed, be restricted to the medical domain.

3. Circle of Care

As discussed above, existing U.S. confidentiality provisions do little to limit the dissemination of patient-specific health information within the health domain. That is, once the data is entered, it is freely available to healthcare providers.

The common law position was discussed by the D.C. Court of Appeals in *Suesbury v. Caceres*,277 a case involving the alleged disclosure of a patient’s HIV-positive status between doctors in the same medical office in the context of a complaint about one doctor sexually molesting the patient. The court noted that “[d]octors within the same medical office should be allowed to work together with some latitude of freedom of communication not only to treat patients, but also to respond to patient administrative requests and, as here, patient complaints.”278 Cognizant that, although the doctors shared a practice, the context of the alleged disclosure was not strictly medical, the court concluded:

It is true that, in the case before us, the communication was not made in connection with the immediate on-going treatment of a common patient. Nonetheless, the communication was related to and arose as a consequence of such medical treatment and was

---

278. *Id.* at 1289.
made in the course of the business of administering the mutual medical practice.279

The HIPAA confidentiality code applies a similar, and similarly flawed approach, providing that a “covered entity may use or disclose protected health information for treatment, payment, or health care operations,”280 with disclosure permitted if it is for the entity’s “own treatment, payment, or health care operations,”281 the “treatment activities of a health care provider,”282 or the “payment activities” of the recipient entity.283 We believe that patient confidentiality would be better served if the data and its dissemination were subject to a default limitation based on necessity or proportionality. For example, a “privacy” rule could limit the collection of patient data to that required for the contemplated procedure. Equally, a “confidentiality” rule could limit the dissemination of the patient data to those providers directly involved in the patient’s current treatment, restricted to the “circle of care” or within the patient’s medical team.

4. Regulatory Overview and Dispute Resolution

As already noted, the federal confidentiality rule is flawed in large part because its opaque regulatory language makes it difficult for patients and providers to understand the importance of health privacy and confidentiality.284 Worse, its enforcement is in the hands of the Office for Civil Rights, Department of Health and Human Services.285 As a result, from a patient’s perspective, enforcement is placed in the hands of an “insider” primarily interested in ensuring the efficiency of the HIPAA-EDI transactional model. From a provider’s perspective, HIPAA regulation and enforcement have added yet another layer of detailed regulation of healthcare and another possibility for heavy penalties or even criminal sanctions.

In contrast, a traditional “rights” analysis would suggest that those who suffer privacy-confidentiality violations should be given private rights of action against the violators, a position refuted by HIPAA and most state medical privacy laws, yet permitted by common law actions such as breach of confidence.286 While it should be obvious that we are

279. Id. In a footnote the court left itself some room for future maneuver with the comment, “We limit our holding here; however, to the facts before us, namely, a communication between two physicians working together in the same medical practice, and leave a broader analysis for another day.” Id. at 1288 n.4.
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284. See supra text accompanying note 226.
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privacy advocates and view violations of privacy or confidentiality as extremely serious and potentially very harmful to patients, we do not believe that most informational transgressions rise to the level of personal injuries. Any extension of traditional private rights in this area would merely embroil privacy and confidentiality in the politics of tort retrenchment associated with the “malpractice crisis.”

Rather, what is required is an independent, apolitical institution that can educate both patients and providers with codes of conduct and resolve disputes in a constructive, nonlitigious way. The model described is that of a government-funded independent agency or ombudsman. Australia, Canada, New Zealand, and the United Kingdom have all adopted such regulatory review and dispute resolution models as part of their data protection regimes and most have been particularly active in the health domain. For example, the Australian Privacy Commissioner is legislatively tasked with complaint investigations and audits and publishes data protection guidelines. Specifically within the health domain, the Commissioner has published the influential Guidelines on Privacy in the Private Health Sector, which spell out in comprehensible fashion both the general principles of health privacy and seek to provide guidance for specific issues. We believe that Congress should promulgate an EHR “bill of rights” and appoint an independent Health Privacy Commissioner charged with the mandate to educate patients, providers, and regulators and equipped with the powers to mediate disputes and publish codes of conduct.

VI. CONCLUSION

In May 2005, Secretary Leavitt labeled the movement to electronic records an “economic imperative” designed to “maintain health and at

287. “Despite the health care system’s acute need—indeed because of it—broad coalitions across the political spectrum are tempted to co-opt medicine to advance larger agendas about the effect of lawsuits on social stability and economic prosperity. . . . [N]o matter which camp claims victory in the overall battle, the outcome will not remedy serious deficiencies in how American law deals with medical errors.” William M. Sage, Understanding the First Malpractice Crisis of the 21st Century, HEALTH L. HANDBOOK 28 (Alice Gosfield ed., West Group 2003).
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the same time maintain the momentum of our economy.”

There is little doubt that a well-constructed, secure EIHR can improve the quality of our healthcare, reduce medical and medication errors, and provide a platform for patients to better understand and participate in their healthcare. However, progress towards these laudable goals has, so far, reflected institutional interests and priorities. It has been an example of “insider baseball” that has focused primarily on architecture and technical standards. The debate now must be broadened to reflect the interests and participation of patients and physicians and to incorporate a principled, autonomy-based, and comprehensible privacy-confidentiality structure for EHRs.

Prior to his resignation from ONCHIT, Dr. Brailer argued for a sea change in the relationship between patients, physicians, and medical records whereby physicians will relinquish ownership of medical records and, instead, become their “stewards”: “[I]n black and white, no questions asked, the data belongs to patients.” Or, in the President’s recent words: “We’re really talking about making sure each American has an electronic medical record over which he or she has got control of the privacy.”

These strong protective concepts must be fully operationalized. A cavalier, instrumental, HIPAA-like business-as-usual approach to the privacy and confidentiality of EIHR data will not suffice. Hard choices must be made as to the architectural and patient consent models that may involve subjugating some interoperability and comprehensiveness ambitions to principled protections of patient autonomy. Equally, some simple tweaking of the HIPAA confidentiality rules is insufficient. Patient privacy and confidentiality must be more broadly protected with principled and comprehensible bright-line legislation.
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